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A user complains that he cannot access the Internet. You check the logs and find that he is
not authenticated. Next, you check the firewall to see if the user is a known identity. What
command would you use?
 
 
A. Pep show all 
B. pep monitor all 
C. pdp show all 
D. pdp monitor all 
 

Answer: D

 

 

You want to view application traffic logs in real-time. Which tool would be BEST to use?
 
 
A. SmartEvent Intro 
B. SmartView Monitor 
C. SmartView Tracker 
D. SmartEvent 
 

Answer: C

 

 

True or false, SmartEvent and SmartReporter can be installed together on the same
machine.
 
 
A. False, they are competing products and are incompatible. 
B. False, SmartReporter has been replaced by SmartEvent. 
C. True, but you must disable the SmartEvent reporting component. 
D. True, SmartReporter provides reporting services for SmartEvent. 
 

Answer: D
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In setting up your first Application Control Policy for discovery. What is the best Rule Track
to choose?
 
 
A. SNMP 
B. Alert 
C. Mail 
D. Log 
 

Answer: D

 

 

What is the correct order for these Application Control implementation steps?
 
 
A. Discover, Control, Consult 
B. Discover, Consult, Control 
C. Consult, Control, Discover 
D. Consult, Discover Control 
 

Answer: B

 

 

Which of these statements describes the Check Point Application Control software blade?
 
 
A. Prevents vulnerability exploits 
B. Blocks or limits usage of web applications 
C. A worldwide collaborative security network 
D. Controls access to web sites based on category 
 

Answer: B

 

 

Your company needs to allow contractor access on the network, but for security reasons
they need to be authenticated, before they can access the Internet. How would you
configure Identity Awareness on the firewall to meet this requirement? Enable Identity
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Awareness, turn on:
 
 
A. browser-based authentication, and configure the captive portal to allow unregistered
guest login. 
B. Identity agent, and configure users Directory to use External user profiles. 
C. Radius Accounting, and configure a Radius server to allow External guest account login 
D. Active Directory Query, and configure the LDAP server to allow a guest account login. 
 

Answer: A

 

 

Which of the following is not a SmartEvent component?
 
 
A. SmartEvent client 
B. Log consolidator 
C. Correlation unit 
D. Events database server 
 

Answer: B

 

 

An Administrator would like to control access to malware and phishing websites. Which
Check Point blades would be needed to address these requirements?
 
 
A. ThreatCloud 
B. URL Filtering 
C. Application Control 
D. IPS 
 

Answer: B

 

 

An Administrator would like to control access to applications and network widgets? What
Check Point blades would be needed to address these requirements?
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A. IPS 
B. Application Control 
C. ThreatCloud 
D. URL Filtering 
 

Answer: B
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