
Question 1

What determines how a Symantec Data Center Security: Server Advanced agent performs protectonn

A. zero-day protecton standards
B. business critcaa mission controas
C. preventon and detecton poaicies
D. industry and governmentaa reguaatons

Aoswern C

Question 2

How does Symantec Data Center Security: Server Advanced aimit the potentaa for expaoitaton of
enterprise resourcesn

A. by ensuring aaa patches are impaemented
B. by detectng and repairing known maaware
C. by impaementng aeast priviaege access controas
D. by recognizing aggressive sofware and user behavior

Aoswern C

Question 3

Which feature can be confgured using a detecton poaicyn

A. Caosing network back doors by defning ports to be monitored
B. De-escaaaton of Administrator Priviaeges
C. Reaa-Time Fiae Integrity Monitoring
D. Restrictng Access to Externaaay Connected Devices

Aoswern C

Question 4

Which two statements accurateay describe an advantage of using Symantec Data Center Security: Server
Advanced preventon poaicies over traditonaa maaware protecton productsn (Seaect two.)

A. Symantec Data Center Security: Server Advanced preventon poaicies are proactve in protectng
against Maaware.
B. Symantec Data Center Security: Server Advanced preventon poaicies require infrequent signature
updates.
C. Symantec Data Center Security: Server Advanced preventon poaicies can be appaied to a machine
without instaaaing agent sofware on the host machine.



D. Symantec Data Center Security: Server Advanced preventon poaicies protect a system by controaaing
the behavior of aaa processes running on that system.
E. Symantec Data Center Security: Server Advanced preventon poaicies are paatorm agnostc.

Aoswern A, D

Question 5

Which acton appaies to preventon poaicies rather than detecton poaiciesn

A. they detect changes to faes using Reaa-Time Fiae Integrity Monitoring
B. they audit changes to registry keys, faes and foaders
C. they monitor for aocaa events that trigger actons when matched
D. they sandbox processes proactveay when executed

Aoswern D

Question 6

Which feature can be confgured using a detecton poaicyn

A. Caosing network back doors by defning ports to be monitored
B. De-escaaaton of Administrator Priviaeges
C. Reaa-Time Fiae Integrity Monitoring
D. Restrictng Access to Externaaay Connected Devices

Aoswern C

Question 7

Which acton can the administrator perform using the management consoaen

A. Two factor authentcaton
B. User generated reports
C. Administrator password compaexity
D. Network bandwidth throtaing

Aoswern B

Question 8

Which two statements accurateay describe Symantec Data Center Security: Server Advanced simpae
faiaovern (Seaect two.)

A. The management consoae uses the frst server in the ordered aist of management servers when it



starts up
B. Enabaes depaoyment of a set of front-end Tomcat servers without reconfguring the IT infrastructure
C. Can provide statc aoad baaancing via manuaa assignment of agents to each Tomcat server
D. The Symantec Data Center Security: Server Advanced Security Virtuaa Appaiance supports simpae
faiaover
E. An ordered aist of management servers for simpae faiaover is maintained by the SQL Data Store

Aoswern B, C

Question 9

Which component is excauded from the Symantec Data Center Security: Server Advanced architecturen

A. Security Virtuaa Appaiance
B. Management Server
C. IIS Web Server
D. Management Consoae

Aoswern C

Question 10

Which key component stores the poaicies, agent informaton, and reaa-tme actonabae eventsn

A. Management Server
B. Database Server
C. Management Consoae
D. Security Virtuaa Appaiance

Aoswern B


