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Question: 1

A company connects their on-premises network by using Azure VPN Gateway. The on-premises

environment includes three VPN devices that separately tunnel to the gateway by using Border Gateway

Protocol (BGP).

A new subnet should be unreachable from the on-premises network.

You need to implement a solution.

Solution: Configure a route table with route propagation disabled.

Does the solution meet the goal?

A. Yes

B. No

Answer: B

Question: 2

A company connects their on-premises network by using Azure VPN Gateway. The on-premises

environment includes three VPN devices that separately tunnel to the gateway by using Border Gateway

Protocol (BGP).

A new subnet should be unreachable from the on-premises network.
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You need to implement a solution.

Solution: Disable peering on the virtual network.

Does the solution meet the goal?

A. Yes

B. No

Answer: B

Question: 3

A company connects their on-premises network by using Azure VPN Gateway. The on-premises

environment includes three VPN devices that separately tunnel to the gateway by using Border Gateway

Protocol (BGP).

A new subnet should be unreachable from the on-premises network.

You need to implement a solution.

Solution: Scale the gateway to Generation2.

Does the solution meet the goal?

A. Yes

B. No

Answer: A

Question: 4
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A company connects their on-premises network by using Azure VPN Gateway. The on-premises

environment includes three VPN devices that separately tunnel to the gateway by using Border Gateway

Protocol (BGP).

A new subnet should be unreachable from the on-premises network.

You need to implement a solution.

Solution: Configure subnet delegation.

Does the solution meet the goal?

A. Yes

B. No

Answer: B

Question: 5

A company uses Azure AD Connect. The company plans to implement self-service password reset (SSPR).

An administrator receives an error that password writeback cloud not be enabled during the Azure AD

Connect configuration. The administrator observes the following event log error:

Error getting auth token

You need to resolve the issue.

Solution: Restart the Azure AD Connect service.

Does the solution meet the goal?

A. Yes

B. No
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Answer: B


