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View the following exhibit:
 
 

 
 
Which of the following statements are true if both FortiManager and FortiGate are behind
the NAT devices? (Choose two.)
 
 
A. FortiGate can announce itself to FortiManager only if the FortiManager IP address is
configured on FortiGate under central management. 
B. If the FGFM tunnel is torn down, FortiManager will try to re-establish the FGFM tunnel. 
C. FortiGate is discovered by FortiManager through the FortiGate NATed IP address. 
D. During discovery, the FortiManager NATed IP address is not set by default on FortiGate. 
 
Answer: B,C
 
 

View the following exhibit:
 
 

 
 
Which one of the following statements is true regarding the object named ALL?
 
 
A. FortiManager updated the object ALL using FortiManager's value in its database. 
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B. FortiManager updated the object ALL using FortiGate’s value in its database. 
C. FortiManager created the object ALL as a unique entity in its database, which can be
only used by this managed FortiGate. 
D. FortiManager installed the object ALL with the updated value. 
 
Answer: C
 
 

In addition to the default ADOMs, an administrator has created a new ADOM named
Training for FortiGate devices. The administrator sent a device registration request to
FortiManager from a remote FortiGate. Which one of the following statements is true?
 
 
A. The FortiGate will be automatically added to the Training ADOM. 
B. By default, the unregistered FortiGate will appear in the root ADOM. 
C. The FortiManager administrator must add the unregistered device manually to the
Training ADOM using the Add Device wizard. 
D. The FortiGate will be added automatically to the default ADOM named FortiGate. 
 
Answer: B
 
 

View the following exhibit:
 
 

 
 
What of the following statements are true regarding the output? (Choose two.)
 
 
A. Configuration changes have been installed to FortiGate and represents FortiGate
configuration has been changed. 
B. The latest revision history for the managed FortiGate does match with the FortiGate
running configuration. 
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C. The latest revision history for the managed FortiGate does not match with the device-
level database. 
D. Configuration changes directly made on the FortiGate have been automatically updated
to device-level database. 
 
Answer: A,D
 
 

An administrator wants to delete an address object that is currently referenced in a firewall
policy. Which one of the following statements is true?
 
 
A. FortiManager will replace the deleted address object with the all address object in the
referenced firewall policy. 
B. FortiManager will disable the status of the referenced firewall policy. 
C. FortiManager will not allow the administrator to delete a referenced address object. 
D. FortiManager will replace the deleted address object with the none address object in the
referenced firewall policy. 
 
Answer: C
 
 

An administrator ran the reload failure command; diagnose test deploymanager reload
config <deviceid> on FortiManager. What does this command do?
 
 
A. It compares and provides differences in configuration on FortiManager with the current
running configuration of the specified FortiGate. 
B. It installs the provisioning template configuration on the specified FortiGate. 
C. It downloads the latest configuration from the specified FortiGate and performs a reload
operation on the device database. 
D. It installs the latest configuration on the specified FortiGate and updates the revision
history database. 
 
Answer: C
Explanation:  
 
 
diagnose test deploymanager reloadconf : Reload configuration from the FortiGate 
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